How to setup trunk interface on WAN port

Topology:

PC1 (10.90.90.100) -----=-=-=--=---- (port 3) ---------- cisco switch (port 2 trunk) ------------ DFL-210

PC2 (192.168.20.100) ------------ (port 5)

PC3 (192.168.30.100) ------------- (port 7)

PC1: VLAN 1
PC 2: VLAN 2
PC 3: VLAN 3

Customer wants to achieve the following solutions:

1. Create Three VLANs on DFL as in Cisco switch ( VLAN 1,2,3)

2. Make a switch port member of the Three VLANs as well as DFL's WAN_1 port
3. Tagged the switch port for two of the VLANs (VLAN 2 and 3)

4. Untagged same switch port for VLAN 1 (default or native VLAN)

5. The untagged port (default VLAN) will be used for management.



Step:

(1) Configuration CISCO switches.
Port 2: trunk
Port 5-6: VLAN 2
Port 7-8: VLAN 3

Status

defau1t active

vlan2 active
3 active
active
active
active
00 active
VLANO100 active
VLANO261 active
active
act1ve
fdd1 defau1t
token-ring-default
fddinet-default
trnet-default act/unsup
witch#
witch#
witch#show inter
witch#show interfaces fa
witch#show interfaces fast
witch#show interfaces fastEthernet 0/2 trun
witch#show interfaces fastEthernet 0/2 trunk

Mode Encapsulation Status Native vlan
on 802.1q trunking

Vlans allowed on trunk
1-4094

Vlans allowed and active in management domain
1-3,10,20,30,50,100,261,

Vlans in i ing state and not pruned
1-3,10,20 0

software (C2960-LANBASEK9-M), Version 12.2(55)SE, RELEASE SOFTWARE (fc2)
AW . cisco.com/techsupport

Cisco Systems, Inc.

by prod_rel_team

data-base: 0x01800000

OM: Bootstrap program 1is boot Toader . . i
OOTLDR: C2960 Boot Loader ( 0-HBOOT-M) Version 12.2(44)SE5, RELEASE SOFTWARE (fcl)

bwitch uptime is 2 hours, 2 minutes
bystem letUIned tD RUM h\ Fuwer—on ~ R ~ )
ystem image file is "flash:/c2960-lanbasek9-mz.122-55.5E/c2960-lanbasek9-mz.122-55.5E.bin"

his product contains cryptographic features and is subject to United
Ftates and Tocal country laws governing import, export, transfer and
ise. Delivery of Cisco cryptographic products does not imply
hird-party authority to import, export, distribute or use encryption.
mporters, exporters, distributors and users are responsible for
ompliance with U.S. and local country laws. By using this product you




(2) You just need to configuration VLAN 2 and 3, because VLAN 1 is default VLAN.
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(3) Create interface group then
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Commants

(L Righi-click on a rew for adtional options.
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add VLAN 2, 3 and WAN interface in this group.

General

#J General

Name:  [all_vian
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27 Interfaces

Available Selected

core vlanz
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#J Comments

Gomments:

(4) Create IP rule for VLAN interface.
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(5) Change remote management interface from LAN to ANY!
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(E) Right-ciok on 2 rou for additonal options.




(6) DFL can ping PC 1, 2 and 3. Now, we can make sure traffic can pass through trunk
to reach other device.
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