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There are two ways to set up your Internet connection: you can use the Web-based Internat
Connection Setup Wizard, or you can manuzlly configure the connection.

INTERNET CONNECTION SETUP WIZARD :
Setup Wizard and the

router will guide you
If you would like to utiize our easy to use Web-based Wizards to assist you in connecting your through a few simple
new D-Link Systems Router to the Internet, click on the button below.

u
up and

] running.

[ Internet Connection Setup Wizard

If you consider yourself
Note: Before launching these wizards, please make sure you have followed all steps outlined in an advanced user and
the Quick Installation Guide included in the package. have configured a
router before, click
Manual Internet
Connection Setup to

MANUAL INTERNET CONNECTION OPTIONS 'rrlllg'rJIEa"il"'fthe settings

If you would like to configure the Internet settings of your new D-Link Systerns Router manually,
then click on the button below.

Manual Internet Connection Setup
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WELCOME TO THE D-LINK INTERNET CONNECTION SETUP WIZARD

This wizard will guide you through a step-by-step process to configure your new D-Link router and
connect to the Internet.

Step 1: Set your Password

Step 2: Select your Time Zone

Step 3: Configure your Internet Connection
Step 4: Save Settings and Connect

STEP 1: SET YOUR PASSWORD

By default, your new D-Link Router does not have a password configured for administrator access to
the Web-based configuration pages. To secure your new networking device, please set and verify a
password below:

e T —
Verty password: ||

[Prev ] [Next ] [ Cancel ]

WIRELESS

Hardware

STEP 2: SELECT YOUR TIME ZONE

Selact the appropriate time zone for your location. This information is required to configure the time-
based options for the router.

Time Zone : | (GMT-08:00) Padfic Time (US/Canada), Tijuana b |

[Prev ] [Next ] [ Cancel ]
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STEP 3: CONFIGURE YOUR INTERNET CONNECTION

Your Internet Connection could not be detected, please select your Internet Service Provider (ISP)
from the list below. If your ISP is not listed; select the "Not Listed or Don't Know" option to manually
configure your connection.

Mot Listed or Don't Know | %

If your Internet Service Provider was not listed or you don't know who it is, please select the
Internet connection type below:

@ DHCP Connection (Dynamic IP Address)
Choose this if your Internet connection automatically provides you with an IP Address. Most Cable Modems
use this type of connection.
() Username | Password Connection (PPPoE)
Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

() Username | Password Connection (PPTP)
PPTP client.

() Username [ Password Connection (L2TP)
L2TP client.
(O Static IP Address Connection

Choose this option if your Internet Setup Provider provided you with IP Address information that has to be
mznuzlly configured.

¢ BigPond
BigPond Cable {Australa)

[Prev ] [Next ] [ Cancel ]

WIRELESS
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DHCP CONNECTION (DYNAMIC IP ADDRESS)

To set up this connection, please make sure that you are connected to the D-Link Router with the PC
that was originally connected to your broadband connection. If you are, then click the Clone MAC
button to copy your computer's MAC Address to the D-Link Router.

HAC Address (otiona
[ Clone Your PC's MAC Address ]

MNote: You may also need to provide a Host Name. If you do not have or know this information, please contact
your ISP,

[Prev ] [Next ] [ Cancel ]
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SET USERNAME AND PASSWORD CONNECTION (PPPOE)

To set up this connection you will need to have a Username and Password from your Internet Service
Provider. If you do not have this information, please contact your ISP.

Address Mode: &) DynamicIP (0 Static IP

1o Adves:
User Name : |:|
password:

Verify Password :
ServiceName: [ | (optional)

MNote: You may also need to provide a Service Name. If you do not have or know this information, please contact
your I5P.

[Prev | [mext | [(cancel | | comnec:

WIRELESS
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SET USERNAME AND PASSWORD CONNECTION (PPTP)

To set up this connection you will need to have a Username and Password from your Internet Service
Provider. You also need PPTP IP adress. If you do not have this information, please contact your ISP.

Address Mode: (O Dynamic TP &) Static IP
PPTP IP Address : |0,0.0.0
PPTP Subnet Mask : 255 255.255.0
PPTP Gateway IP Address : |g.0.0.0

PPTP Server IP Address (may |0.0.0.0
be same as gateway) :

User Name :
Password :

Verify Password :

il

Cancel ]

prev | [ mext |
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SET USERNAME AND PASSWORD CONNECTION (L2TP)

Address Mode :

L2TP IP Address :

L2TP Subnet Mask :

L2TP Gateway IP Address :

L2TP Server IP Address (may
be same as gateway) :

User Name :
Password :

Verify Password :

To set up this connection you will need to have a Username and Password from your Internet Service
Provider. You also need L2TP IP adress. If you do not have this information, please contact your ISP.

O Dynamic TP @ Static P

0.0.0.0
255.255.255.0

0.0.0.0

&=
=1
I
=1

Frev ] [Next ]

Cancel ]

WIRELESS

T STATIC IP ADDRESS CONNECTION

To set up this connection you will need to have a complete list of IP information provided by your
Internet Service Provider. If you have a Static IP connection and do not have this information, please
contact your ISP.

IP Address :

Subnet Mask :

Gateway Address :
Primary DNS Address :
Secondary DNS Address :

0.0.0.0
255.255.255.0
0.0.0.0

0.0.0.0

0.0.0.0

Frev ] [Next ]

Cancel I Connect
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ET BIGPOND CABLE CONNECTION

To set up this connection you will need to have a Username and Password from your Internet Service
Provider. You also need BigPond Server IP adress. If you do not have this information, please contact
your ISP.

wervame: [ |

password: [
Verify Password : |:|
BigPond Server: [ |

[Prev ] [Next ] [ Cancel ] Con

WIRELESS

SETUP COMPLETE!

The Internet Connection Setup Wizard has completed. Click the Connect button to save your settings
and reboot the router.
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Use this section to configure your Internet Connection type. There are several connection
types to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, and BigPond. If you are unsure of
your connection method, please contact your Internet Service Provider.

Note : If using the PPPoE option, you wil need to remove or disable any PPPOE client
software on your computers.

[ Save Settings ] [ Don't Save Settings ]

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.

My Internet Connection is : |static 1P v]

Enter the static address information provided by your Internet Service Provider (ISP).

1P Address :

Subnet Mask : |255 255 2550
Default Gateway :
Primary DNS Server :
Secondary DNS Server :

MTU: (bytes) MTU defautt = 1500
AC Addrss:

Clone Your PC's MAC Address

STATIC IP ADDRESS INTERNET CONNECTION TYPE :

SUPPORT

Helpful Hints...

When configuring the
router to access the
Internet, be sure to
ch the corect
Internet Connection
Type from the drop
down menu. If you are
re of which option
to choose, contact
your Internet Service
Provider (ISP).

gh the
router, double check
any setti u have
entered
and veri
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DVANCED STATUS

Use this section to configure your Internet Connection type. There are several connection
types to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, and BigPond. If you are unsure of
your connection method, please contact your Internet Service Provider.

Note : If using the PPPoE option, you wil need to remove or disable any PPPoE client
software on your computers.

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.

[ Save Settings Don't Save Settings ]

My Internet Connection is : | Dynamic IP (DHCP) ~|

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE :

Use this Internet connection type if your Internet Service Provider (ISP) didn't provide
you with IP Address information and/or a username and password.

L ]
(compztibility for sorne DHCP Servers)
(bytes) MTU default = 1500

[ Clone Your PC's MAC Address

Host Name :

Use Unicasting :
Primary DNS Server :
Secondary DNS Server :
MTU :

MAC Address :

SUPPORT

outer to acce
Internet, be sure to
choose the correct
Internet Connection

your Internet Service
Provider (ISP).

If you are having

trouble accessing the
Internet through the
router, double check

rify them
your ISP if needed.
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ADVANCED

Use this section to configure your Internet Connection type. There are several connection ‘hen configuring the
types to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, and BigPond. If you are unsure of router to access the
your connection method, please contact your Internet Service Provider. Internet, be sure to

Note : If using the PPPoE option, you wil need to remove or disable any PPPoE client choose the correct
software on your computers. Interngt_{:onne.?tlon
Type from the drop

[ sevesettngs | [ Dontsavesetings | down menu. T

unsure of which option
to choose, contact

your Internet Service
INTERNET CONNECTION TYPE Provider (ISP).

Choose the mode to be used by the router to connect to the Internet. If you are having

Helpful Hints...

My Internet Connection is : |PPP0E {Username / Password) V|

POE INTERNET CONNECTION TYPE :

Enter the information provided by your Internet Service Provider (ISP).

Address Mode: &) DynamiclP O Static IP
PAddress: [cooo |
Username : |:|
Password :

Verify Password :

Service Name : | | (optional)
Reconnect Mode: O Alwayson & On demand O Manual
Maximum Idle Time : (minutes, 0=infinite)
Primary DNS Server : (optional)
Secondary DNS Server : (optional)
MTU : (bytes) MTU default = 1492
MAC Address :

[ Clone Your PC's MAC Address

WIRELESS




INTERNET

ADVANCED STATUS

Use this section to configure your Internet Connection type. There are several connection

types to choose from: Static IP, DHCP, PPPOE, PPTP, L2TP, and BigPond. If you are unsure of
your connection method, please contact your Internet Service Provider.

Note : If using the PPPoE option, you will need to remove or disable any PPPoE client
software on your computers,

[ Save Settings ] [ Don't Save Settings ]

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.

My Internet Connection is : |PPTP {Username | Password) V|

PPTP INTERNET CONNECTION TYPE :

Enter the information provided by your Internet Service Provider (ISP).

Address Mode : (O DynamicIP & Static IP
PPTP IP Address : |p,0.0.0
PPTP Subnet Mask : |255,255.255.0
PPTP Gateway IP Address : |0.0.0.0
PPTP Server IP Address : |0.0.0.0
Username :
Password :
Verify Password :
Reconnect Mode: O Alwayson & oOn demand O Manual
Maximum Idle Time : |:| (minutes, O=infinite)
Primary DNS Server :
Secondary DNS Server :

MTU : (bytes) MTU default = 1400
MAC Address:

Clone Your PC's MAC Address

SUPPORT

Helpful Hints...

outer ccess the
Internet, be sure to
ch the correct
Internet Connection
Type from the drop
down menu. If
unsure of which option
choose, contact
your Internet Service
Provider (ISP).

router, double check
y settings you have

entered on t ge
and verify them with
your ISP if needed.
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Helpful Hints...

Use this section to configure your Internet Connection type. There are several connection When configuring the
types to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, and BigPond. If you are unsure of router to access the
your connection method, please contact your Internet Service Provider. Internet, be sure to

Note : If using the PPPOE option, you wil need to remove or disable any PPPoE client choose the correct

Internet Connection
software on your computers.
P £ Type from the drop

[ Save Settings ] [ Don't Save Settings ] 0 ni . Ir you are
re of which option

to cho contact
your Internet Service
INTERNET CONNECTION TYPE Provider (ISP).

Choose the mode to be used by the router to connect to the Internet.

ng the
I gh the
My Internet Connection is : |L2TP (Username / Password) | w | router, double check

u have
L2TP INTERNET CONNECTION TYPE : al

Enter the information provided by your Internet Service Provider (ISP).

Address Mode: (O Dynamic TP & Static P
L2TP IP Address: |n.0.0.0

L2TP Subnet Mask : |255 255 2550
L2TP Gateway IP Address : |5.0.0.0
L2TP Server IP Address: |5.0.0.0
Username :
Password :
Verify Password :
Reconnect Mode: O alwayson @ 0On demand O Manual
Maximum Idle Time : (minutes, O=infinite)
Primary DNS Server :
Secondary DNS Server :

MTU : (bytes) MTU defautt = 1400
MAC Addres:

[ Clone Your PC's MAC Address

WIRELESS



DVANCED _ STATUS SUPPORT

Use this section to configure your Internet Connection type. There are several connection
types to choose from: Static IP, DHCP, PPPOE, PPTP, L2TP, and BigPond. If you are unsure of
your connection method, please contact your Internet Service Provider.

Note : If using the PPPoE option, you wil need to remove or disable any PPPoE client
software on your computers.

[ Save Settings ] l Don't Save Settings ]

INTERNET CONNECTION TYPE Provider (ISP).

Choose the mode to be used by the router to connect to the Internet. If you are having

trouble accessing the
Internet through the
router, double check
any settings you have
entered on this page
BIG POND INTERNET CONNECTION TVYPE : and verify them with

if needed.

My Internet Connection is : |gigPond (Australiz) v

Enter the information provided by your Internet Service Provider (ISP).

BigPond Server : |:|
BigPond Userid: [ |
BigPond Password : |:|
Verify Password : |:|
Primary DNS Server :

Secondary DNS Server :
MTU : (bytes) MTU default = 1500
Ac Adares

[ Clone Your PC's MAC Address

WIRELESS




WIRELESS SETTINGS |

The following Web-based wizards are designed to assist you in your wireless network setup
and wireless device connection.

Before launching these wizards, please make sure you have followed all steps outlined in the
Quick Installation Guide included in the package.

WIRELESS NETWORK SETUP WIZARD

This wizard is designed to assist you in your wireless network setup. It will guide you through
step-by-step instructions on how to set up your wireless network and how to make it secure.

[ Wireless Metwork Setup Wizard ]

Note: Some changes made using this Setup Wizard may require you to change some settings on
your wireless client adapters so they can still connect to the D-Link Router.

ADD WIRELESS DEVICE WITH WPS (WI-FI PROTECTED SETUP) WIZARD

This wizard is designed to assist you in connecting your wireless device to your router. Tt wil
guide you through step-by-step instructions on how to get your wireless device connected. Click
the button below to begin.

| Add Wireless Device with WPS

MANUAL WIRELESS NETWORK SETUP

If your wireless network is already set up with Wi-Fi Protected Setup, manual confguration of the
wireless network will destroy the existing wireless network. If you would like to configure the
wireless settings of your new D-Link Systems Router mznually, then click on the Manual Wireless
Metwork Setup button below.

[ Manual Wireless Network Setup

tup, click on Add
Wireless Device
Wizard to add new
ur wireless

and ha

configured a

router before, cli
Wireless Network
Setup Wizard and the

and running.

If you consider yourself

Network Setup
input all the settings
manualy.
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STEP 1: WELCOME TO THE D-LINK WIRELESS SECURITY SETUP WIZARD

Give your network a name, using up to 32 characters.

Network Name (SSID) :

(® Automatically assign a network key (Recommended)

To prevent outsiders from accessing your network, the router wil automatically assign a security (also called
WEP or WPA key) to your network.

(O Manually assign a network key
Use this options if you prefer to create our own key.

0 Use WPA encryption instead of WEP(WPA is stronger than WEP and all D-Link wireless client adapters support
WPA)

Note: All D-Link wireless adapters currently support WPA.

ETUP COMPLET

Below is a detailed v of your wireless security settings. Please print this page out, or write the
information on a piece of paper, so you can configure the correct settings on your wireless client
adapters.

Wireless Network Name  diink
(SSID) :

Wep Key Length : 128 bits
Default WEP Key to Use : 1
Authentication : Both
Wep Key : 36A508FD3BBC88040607C1FFOS

WIRELESS
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STEP 2: SET YOUR WIRELESS SECURITY PASSWORD

You have selected your security level - you will need to set a wireless security password.
The WEP ( Wired Equivalent Privacy) key must meet one of following guildelines:

- Exactly 5 or 13 characters

- Exactly 10 or 26 characters using 0-9 and A-F

A longer WEP key is more secure than a short one

Wirelss Secury password s [ |

Note: You will need to enter the same password as keys in this step into your wireless clients in order
to enable proper wireless communication.

[ Prev ] [Next ] [ Cancel ] Sa

WIRELESS

Microsoft Internet Explorer

STEP SET YOUR WIRELESS SECURITY PASSWORD

You have selected your security level - you will need to set a wireless security password.

The WPA (Wi-Fi Protected Access) key must meet one of following guildelines:
- Between 8 and 64 characters (A longer WPA key is more secure than a short one)

- Exactly 64 characters using 0-9 and A-F

Wireless Security Password : |

Note: You will need to enter the same password as keys in this step into your wireless clients in order
to enable proper wireless communication.

[ Prev ] [Next ] [ Cancel ] Sa

WIRELESS




Microsoft Internet Explorer

' E The Wireless Security Password must be at least 8 characters.
L

ADD WIRELESS DEVICE WITH WPS (WI-FI PROTECTED SETUP) WIZARD

This wizard is designed to assist you in connecting your wireless device to your router. It wil
guide you through step-by-step instructions on how to get your wireless device connected. Click
the button below to begin.

| Add Wireless Device with WPS |

Product Page: DIR-635

STEP 1: SELECT CONFIGURATION METHOD FOR YOUR WIRELESS NETWORK

Please select one of following configuration methods and click next to continue.

Auto & Select this option if your wireless device supports WPS (Wi-Fi Protected Setup)

Manual O Select this option will display the current wireless settings for you to configure the wireless device
manually

STEP 2: CONNECT YOUR WIRELESS DEVICE

There are two ways to add wireless device to your wireless network:
-PIN (Personal Identification Number)
-PBC (Push Button Configuration)

@ PIN:
please enter the PIN from your wireless device and click the below 'Connect’ Button

O PpBC
please press the push button on your wireless device and click the below 'Connect' Button within 120 seconds

WIRELESS




MANUAL WIRELESS NETWORK SETUP

Metwork Setup button below.

If your wireless network is already set up with Wi-Fi Protected Setup, manual confguration of the
wireless network wil destroy the existing wireless network. If you would like to configure the
wireless settings of yvour new D-Link Systerns Router manually, then click on the Manual Wireless

[ Manual Wireless Metwork Setup ]

Use this section to configure the wireless settings for your D-Link Router. Please note that
changes made on this section may also need to be duplicated on your Wireless Client.

Save Settings I [ Don't Save Settings

Enable Wireless :

Wireless Network Name :
802.11 Mode :

Enable Auto Channel Scan :
Wireless Channel :
Transmission Rate :
Channel Width :

Visibility Status :

WIRELESS NETWORK SETTINGS

[nays (9] [Lacinen ]

contain any personal
information.

(Also called the S5ID) [802.11b orly
802, 11g only
|M|xed 802.11n, 802,11g and 802.11b V| 802, 11n only
Mixed 802, 11g and 802.11b
Mixed 802, 11n and 802, 11g
ixed 802, 11n, 802.11g and 802, 11b
1 HIOT 1 MOL

-
Best (automatic)
v
TCS 15 130 270]
® visble O Invisble MCs i 2]
MCS 13 - 104 [216]

MCS 11 - 52 [108]
WIRELESS SECURITY MODE MCS 10 - 32 [31]

To protect your privacy you can configure wireless security features. This |Mcs 7 - 65 [135]
wireless security modes, including WEP, WPA-Personal, and WPA-EnterprigMcs 6 - 58.5 [121.5]
wireless encryption standard. WPA provides a higher level of security. WPAMCS 5 - 52 [108]
require an authentication server. The WPA-Enterprise option requires an §MCS 4 -39 [81]

Security Mode :

MCS 12 - 78 [162)

MCS 9 - 26 [54]
MCS 6 - 13 [27]

MCS 3 - 26 [54]
MCS 2 - 19,5 [40.5]

Nes 15312

MCS 0 - 6.5 [13.5]
54

Vith this
enabled,

ve enabled
curity, make
rite d

Y
wireless networ




WIRELESS SECURITY MODE

To protect your privacy you can configure wireless security features. This device supports three
wireless security modes, including WEP, WPA-Personal, and WPA-Enterprise. WEP is the original
wireless encryption standard. WPA provides a higher level of security. WPA-Personal does not
require an authentication server. The WPA-Enterprise option requires an external RADIUS server.

Security Mode

VEP is the wireless encryption standard. To use it you must enter the same key(s) into the
router and the wireless stations. For 64 bit keys you must enter 10 hex digits into each key box.
For 128 bit keys you must enter 26 hex digits into each key box. A hex digit is either a number
from 0 to 9 or a letter from A to F. For the most secure use of WEP set the authentication type
to "Shared Key" when WEP is enabled.

You may also enter any text string into a WEP key box, in which case it will be converted into a
hexadecimal key using the ASCII values of the characters. & rmaximum of 5 text characters can
be entered for 64 bit keys, and a maximum of 13 characters for 128 bit keys.

If vou choose the WEP security option this device will ONLY operate in Legacy Wireless mode
(802.11B/G). This means you wil NOT get 11N performance due to the fact that WEP is not
supported by Draft 11N specification.

WEP Key Length : |64 bit {10 hex digits) v| (length applies to all keys)

WEP Key 1: [sesesceees |
WEP Key 2: [sesesccees |
WEP Key 3: [secesceees |
WEP Key 4: [seessceses |

Default WEP Key :

Authentication : |Both w




WIRELESS SECURITY MODE

To protect your privacy you can configure wireless security features. This device supports three
wireless security modes, including WEP, WPA-Personal, and WPA-Enterprise. WEP is the original
wireless encryption standard. WPA provides a higher level of security. WPA-Personal does not
require an authentication server. The WPA-Enterprise option requires an external RADIUS server.

Security Mode : | wPa-Personal W

Use WPA or WPA2 mode to achieve 3 balance of strong security and best compatibility. This
mode uses WPA for legacy clients while maintaining higher security with stations that are WPA2
capable. Also the strongest cipher that the client supports wil be used. For best security, use
WPA2 Only mode. This mode uses AES{CCMP) cipher and legacy stations are not allowed access
with WPA security. For maxirmum compatibility, use WPA Only. This mode uses TKIP cipher.
Some gaming and legacy devices work only in this mode.

To achieve better wireless performance use WPA2 Only security mode (or in other words AES

cipher). Auto (WPA or WPAZ) |w
Auto (WPA or WPAZ)

WPA Mode : | Auto (WPA or WPAZ) + |

Gipher Type - [mpandass v|
Group Key Update Interval : (seconds) [TKP

AES

TKIP and AES

PRE-SHARED KEY

Enter an 8- to 63-character alphanumeric pass-phrase. For good security it should be of ample
length and should not be 3 commonly known phrase.

Pre-Shared Kef\r: |.......- |




Security Mode : | WPA-Enterprise %

Use WPA or WPA2 mode to achieve 3 balance of strong security and best compatibility. This
rmode uses WPA for legacy clients while maintaining higher security with stations that are WPAZ
capable. Also the strongest cipher that the client supports wil be used. For best security, use
WPA2 Only mode. This mode uses AES(CCMP) cipher and legacy stations are not alowed access
with WPA security. For maximum compatibiity, use WPA Only. This mode uses TKIP cipher.
Some gaming and legacy devices work only in this mode.

To achieve better wireless performance use WPA2 Only security mode (or in other words AES
cipher).

WPA Mode : | auto (WPA or WPAZ) + |

Gioher Tve:
Group Key Update Interval : (seconds)

EAP (802.1X)

When WPA enterprise is enabled, the router uses EAP (802.1x) to authenticate clients
via a remote RADIUS server.

Authentication Timeout : (minutes)

RADIUS server 1P Address : [0.0,0.0 |

RADIUS server Port :

RADIUS server Shared Secret : |-.||.|||--||| |

MAC Address Authentication :

<« Advanced

Optional backup RADIUS server :

Second RADIUS server IP [0,0.0.0 |
Address :

Second RADIUS server Port :

Sacond RADIUS server Shared |...-....-.... |
Saecret :

Second MAC Address
Authentication :




INTERMNET

NETWORK SETTINGS

l Save Settings

Don't Save Settings ]

Use this section to configure the internal network settings of your router and also to configure
the built-in DHCP Server to assign IP addresses to the computers on your network. The IP
Address that is configured here is the IP Address that you use to access the Web-based
management interface. If you change the IP Address here, you may need to adjust your PC's
network settings to access the network again.

DIR-635 // SETUP ADVANCED STATUS SUPPORT

Helpful Hints...

u aready have a
network or are using
all the devices
network, uncheck

Enable DHCP Server
to disable this feature.

ROUTER SETTINGS

Use this section to configure the internal network settings of your router. The IP Address that is
configured here is the IP Address that you use to access the Web-based management interface.
If you change the IP Address here, you may need to adjust your PC's network settings to access
the network again.

Router IP Address:

Subnet ok
Local Domain Name: | | (aptional)

Enable DNS Relay:

DHCP SERVER SETTINGS

Use this section to configure the built-in DHCP Server to assign IP addresses to the computers
on your network.

Enable DHCP Server:
DHCP IP Address Range: [192.168.0.100 | to [192.168.0.199 |
DHCP Lease Time: (minutes)
Always broadcast: (compatibility for some DHCP Clients)
O

NetBIOS announcement:
Learn NetBIOS from WAN:
NetBIOS Scope: | | (optional)
NetBIOS node type : Broadcast only (use when no WINS servers configured)
Point-to-Point (no broadcast)
Mixed-mode (Broadcast then Point-to-Point)
Hybrid (Point-to-Point then Broadcast)
Looo ]
Looo ]

Primary WINS IP Address:
Secondary WINS IP Address:

ADD DHCP RESERVATION

Enable: [

Computer Name: | | << Computer Name v|

L 1
L 1

[ Copy Your PC's MAC Address ]

Enable

1P Address:
MAC Address:

Computer Name MAC Address IP Address

NUMBER OF DYNAMIC DHCP CLIENTS:1

L Add ”
L

00:0c:76:52:7b:32

gned IP
192.168.0.115

Hostname  Expires

MEILS_PC Mewver Revoke Reserve

WIRELESS
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for each such device.



VIRTUAL SERVER
PORT F

QOS ENGINE

DIR-635 SETUP ADVANCED STATUS SUPPORT

Helpful Hints_.

Check the Application
d

menu for a li
predefined /er
types. If you select one
of the predefined

The Virtuzl Server option allows you to define a single public port on your router for redirection
o an internal LAN IP Address and Private LAM port if required. This feature is useful for hosting
online services such as FTP or Web Servers.
[ Save Settings ] [ Don't Save Settings ]
:
Port  Traffic Type
Mame Public Protocol Schedule
Application Name 0
L IP Address Private
Name TP Public FTULOLD Schedule
NS 0 [ter v|  [aways v
L IP Address gg;; Private Inbound Fitter
e o ) 5] [Hewnw]
MName EPE:POTE DEKIOP Public Protocol Schedule
LzTP o | [1e v  [amays v]
D b address Wale Onl AN e Inbound Fiter
|D.D‘D.D |C0mputer Name v| ‘D |6 ‘ |.-'-\I|ow Al v|
MName Public Protocol Schedule
| | . |Applicaﬁon MName v| ‘D | |TCP V| |Always v
L IP Address Private Inbound Filter
[0.0.0.0 [computervame v 0 | & | [Alowal v
MName Public Protocol Schedule
| . |Applicaﬁon Name v| ‘D |TCP V| |Always q
IP Address Private Inbound Fitter
|U.U‘U.U | |CDmputer Name v | ‘D | |6 ‘ | Allow Al V|
Name Public Protocol Schedule
0 | | Application Name v| ‘D | |TCP v| |Always q
IP Address Private Inbound Fitter
[0.0.0.0 | Computer Name v [0 6| [sowan v
MName Public Protocol Schedule
0 | | |Applicaﬁon MName W | ‘D | |TCP b | | Always (v
IP Address Private Inbound Fitter
|D.D‘D.D | Computer Name he | ‘D |6 ‘ | Allow All
Name Public Protocol Schedule
- | Application Name | ‘D |TCP b | | Always

server types, click the
' bu n

the drop W menu
to fill out the
corresponding field.

‘ou can select a
computer from the list
of DHCP clients in the
Computer Name drop
down menu, or
can manually enter the
P address of the
nputer at
uld like t

o

when the virtual s
will be enabled. T

do not see the
=che|jule you need in

chedules,

screen and

create an chedule.

Select a filter that
he Internet
that can access

Done

# Internet




o ]

This option is used to open multiple ports or a range of ports in your router and redirect data
through those ports to a single PC on your network. This feature allows you to enter ports in
wvarious formats including, Port Ranges (100-150), Individual Ports (80, 68, 888), or Mixed
(1020-5000, 689).
[ Save Settings ] [ Don't Save Settings ]
24 -- PORT FORWARDING RULES
Ports to Open
Hame TCP Schedule
0O Application Name ~ w | | | Always T|
IP Address e UDP Inbound Filter
Age of Empires
0.0.0.0 Aliens vs, Predator | | |A"D"\' Al (v
America's Army
Name e TEP Schedule
@ Battlefield 1942 | | |Always 7|
Battlefield 2 7
IP Address Bsttiefield: Vietnam upp Inbound Fitter
| | Taiowar o]
Black and White
LEE Callof Dty B TCP Schedule
0 Command and Congu | | | Always W
Command and Conqu
IP Address Counter Strikes ) UDP Inbound Fitter
Crimson Skies | | |."-\||DW All v|
D-Link DVC-1000
Name Dark Reign 2 TCP Schedule
Delta Force | | | Always 7|
F Diablo I and II
IP Address Doom 3 upp Inbound Fitter
0.0.0.0 Dungeon Siege | | |Allnw Al » |
eDonkey
Hame eMule TCP Schedule
Everguest Always
I:l Far Cry | | | e —|
IP Address Final Fantasy XI (PC) UDP Inbound Filter
el | | Do
Gamespy Arcade
Hame Gamespy Tunnel TCP Schedule
Ghost Recon M | | |Always T|
et e
O
IP Address upp Inbound Fitter
[0.0.0.0 | |computer ame | | | [alowal (]
Name TEP Schedule
0 | | - | Application Mame v| | | |.-'-\Iways v
IP Address UDP Inbound Fitter
|D.D.D.D | - | Computer Name v| | | |AIIDw Al [» |
Hame TCP Schedule
| [Z] | application Name v | | | [ aways v

SETUP ADVANCED 5TATUS

SUPPORT

Helpful Hints...

Check the Application
Name drop do

menu for a list
predefined applications.
If you select one of the
predefined applicat
dlick the arrow but

menu to fill oul
corresponding field.

You can select a
computer from the list
of DHCP clients in the
Computer Name drop
N Menu, or you
can manually enter the
1P address of the LAN

screen and create a
new schedule.

You can enter ports in
various formats:

Range (5
Individual (
Mixed (10




DIR-635 // SETUP ADVANCED _ STATUS SUPPORT

VIRTUAL

APPLICATION RULES

RK FILTER

This option is used to open single or multiple ports on your router when the router senses
data sent to the Intemet on a "trigger” port or port range. Specil Applications rules apply to
all computers on your internal network.

24 - APPLICATION RULES

It
Trigger

[ Save Settings Don't Save Settings

g

Traffic Type Schedule

I

Application

Application Name |+

Application Name

Fire:

I

Trigger

il

Application

Application Mame |+

Application

Application Name | »

0 Name Application
. Application Name | v ewa
Trigger
0 MName Application I:l
Application Name % | Firewall
Trigger
O Name Application [ ]
Application Name % | Firewall
Trigger
Name Application
O || wrr—v— = Always [

Helpful Hints._..

Use this fearure if you

) |:|ecte|:l

heck the Application
Name drop d
menu for a
predefined applications.
If you select one o
predefined applmt
< tl b

|:|r||;| do
menu t ﬂH ut the
corresponding field.

Select a schedule for
when the service w

edul
screen and create a
new schedule.

Mo




Helpful Hints...

Use this section to configure D-Link's QoS Engine. The QoS Engine improves your online If the Measured
gaming experience by ensuring that your game traffic is prioritized over other network traffic, Uplink Speed is i
such as FTP or Web. For best performance, use the Automatic Classification option to to be incorrect (that is,
automatically set the priority for your applications. it produces suboptimal
performance), disable
] Automatic Uplink
Speed and enter the
Manual Uplink Speed.
WAN TRAFFIC SHAPING Some experimentation
and performance
Enable Traffic Shaping: measurement may be

Automatic Uplink Speed :

Measured Uplink Speed : Mot Estimated
Manual Uplink Speed : [ | kbps <<

Connection Type : | Auto-detect | [ Auto-detect

Detected xDSL or Other Mo Auto-detact

2 *D5L Or Other Frame Relay Ne
Frame Relay Netwsork : Cable Or Other Broadband Mety

Q05 ENGINE SETUP

l Save Settings ] [ Don't Save Settings

Enable QoS Engine :
Automatic Classification :
Dynamic Fragmentation :
10 -- QOS ENGINE RULES
MName Priority Protocol
[E! | (1..255) << TCP &
0O Local IP Range Local Port Range
[0.0.0.0 | to |255.255.255.255 | o Jtofs
Remote IP Range Remote Port Range
[0.0.0.0 | to |255.255.255.255 | 0 ltlfs
MName Priority Protocol
| | [t la2ss) [ <<
0 Local IP Range Loczal Port Range
[o.0.0.0 | to |255.255.255.255 | 0 ltafs
Remote IP Range Remote Port Range
[0.0.0.0 | to |255.255.255.255 | [0 |to[sss3s
MName Prioricy Protocol
[Pt |11..255) << TP v

] [ S



SETUP ADVANCED STATUS SUPPORT

Helpful Hints_.

The MAC (Media Access Controller) Address fitter option is used to control network access

based on the MAC Address of the network adapter. A MAC address is 3 unigue ID assigned by at

the manufacturer of the network adapter. This feature can be configured to ALLOW or DENY would either like to
network/Internet access. allow or deny access to

| savesetngs | |  Dontsavesettngs |

nputers that have
ned an IP addre

] r will be in the
Configure MAC Fittering below: G aial e s ) Select

|Turn MAC Filtering OFF |Turr| MAC Filtering OM and ALLOW computers listed to access the network ) theh drop
|Turn MAC Filtering ON and DENY computers listed to access the network e B
. O <

MAC Address DHCP Client List add that

Filtering list.




Helpful Hints...

The Access Control option allows you to control access in and out of your network. Use this Check Enable Access

feature as Access Controls to only grant access to approved sites, limit web access based on Control if you want to

time or dates, and/or block internet access for applications like P2P utilities or games. enforce rules that limit
Internet acc

] specific LAN

[ Save Settings ] [ Don't Save Settings

ACCESS CONTROL
creahnu a rule.

Enable Access Control: [] cancel the proce

y time. When
are fin ga
rule it will be added to
the Policy Table
below.

|:|err| nanenﬂ-,- rem
rule.

WIRELESS
ADD NEW POLICY

This wizard will guide you through the following steps to add a new policy for Access Control.

Step 1 - Choose a unique name for your policy

Step 2 - Select a schedule

Step 3 - Select the machine to which this policy applies
Step 4 - Select fittering method

Step 5 - Select fiters

Step 6 - Configure Web Access Logging

STEP 1: CHOOSE POLICY NAME

Choose a unique name for your policy.

policytame : [l




STEP 2: SELECT SCHEDULE

Choose a schedule to apply to this policy.

| Always | | Always LY

Details :  Always

Mever
Define a new schedule

STEP 3. SELECT MACHINE

Select the machine to which this policy applies.

Specify a machine with its IP or MAC address, or select "Other Machines” for machines that do not have a policy.

Address Type: @ 1 O wMmac O Other Machines

IP Address : | | c |Compuber Mame V|

Machine Address : |:| e

Machine




Product Page: DI Hardware Version: BL Firmware Versi

STATUS SUPPORT

The Website Fiter option allows you to set up a list of Web sites you would like to allow or
deny through your network. To use this feature, you must also select the "Apply Web Filtter” es to which you
checkbox in the Access Control section. Id like to deny

[ Save Settings ] [ Don't Save Settings

40 -- WEBSITE FILTERING RULES

Configure Websice Filter below:
IN

IUND FILTER

Lo

i §
ALLOW computers access to OMNLY these sites

Clear the list below...

Website URL/Domain




based on an IP address range.

Administration features.

STATUS

The Inbound Filter option is an advanced method of controling data recewved from the
Internet. With this feature you can configure inbound data fittering rules that control data

Inbound Filters can be used for limiting access to a server on your network to a system or
aroup of systerns. Filter rules can be used with Virtual Server, Port Forwarding, or Remote

Name :
Action :
Remote IP Range :

L 1]

Enable Remote IP Start Remote IP End

[0.0.0.0

| [255.255.255.255 |

[o.0.0.0

| [255.255.255.255 |

[0.0.0.0

| [255.255.255.255

[0.0.0.0

| [255.255.255.255

[0.0.0.0

| [255.255.255.255

[0.0.0.0

| [255.255.255.255

[0.0.0.0

| [255.255.255.255

[0.0.0.0

| [255.255.255.255

EDDDDDDDD

ADD INBOUND FILTER RULE

Name Action

Remote IP Range

INBOUND FILTER RULES LIST

SUPPORT

Helpful Hints...

e each rule a Name
t is meaningful to

Each rule can either
Allow or De
from the

Up to eight range

1P addres n
be controlled by each
rule. The check /
each IP range can be
used to disable ranges
already defined.

The starting and
ending IP addre
side addres

Click the Add or
Update button to
store a finished rule in
the Rules List bele

Click the Edit icon in
the Rules List to
change a rule.

Click the Delete icon in
the Rules List t
permanently remove a
rule.

WIRELESS
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Helpful Hints__

The Firewall Settings allow you to set a single computer on your network outside of the Enable the D
router. only as a last re

[ Save Settings ] [ Don't Save Settings ]

from a computer
behind the router, first
try i

FIREWALL SETTINGS

Enable SPT :

NAT ENDPOINT FILTERING
Endpoint Independent
UDP Endpoint Filtering: Address Restricted

Port And Address Restricted

Endpoint Independent
TCP Endpoint Filtering: Address Restricted

Port And Address Restricted

ANTI-SPOOF CHECKING

Enable anti-spoof checking: [

DMZ HOST

The DMZ (Demilitarized Zone) option lets you set a single computer on your netwaork outside of
the router. If you have a computer that cannot run Internet applications successfully from
behind the router, then you can place the computer into the DMZ for unrestricted Internet
access.

Note: Putting a computer in the DMZ may expose that computer to a variety of security risks.
Use of this option is only recommended as a last resort.

Enable DMZ: [

i o—




DIR-635 SETUP ADVANCED STATUS SUPPORT

TRTUAL SERVER Helpful Hints...

This Routing page allows you to specify custom routes that determine how data is moved
around your network.

[ save Settings ] [ Don't Save Settings ] e uté

enzbled.

32--ROUTE LIST

Metric

Interface

Destination IP
0.0.0.0

Gateway
[0.0.00 | 0.0.0.0 |

Name Destination IP
| | [0.0.00 | L] [waniv]
IMNetmask Gateway

[wan v

[0.0.0.0 | [0.0.0.0 |

Name Destination IP

| | [p.000 | The gateway IP
O address is the IP
— Sateway address of the router, if
[o.0.00 | 0.0.0.0 | any, used to reach the
Hame Destination [P specified de
| | oo |
O Netmask Gateway
[o.0.0.0 | [.0.0.0 |
MName Destination IP
| | [eso | [wan ]
U MNetrmask Gateway
[p.0.0.0 | [p.0.0.0 |
MName Destination IP
| | [ooos |
- Metmask Gateway
000 | [0.0.00 |

Name Destination IP
I 1 [nann 1 1 WAN (v



STATUS SUPPORT

Helpful Hints...

If you are not familiar with these Advanced Wireless settings, please read the help section

It is recommended that
before attermpting to modify these settings.

you leave these

[ Save Settings ] [ Don't Save Settings ]

ADVANCED WIRELESS SETTINGS

Transmit Power :

g
iod : Use 802.11d only
Beacon fefiod . (20..1000) countries where

RTS Threshold : (0..2347) required.
Fragmentation Threshold : (256..2346)

DTIM Interval :
802.11d Enable :
WLAN Partition :

WMM Enable :

Enabling WMM can
help control latency

(1..255) and \

transmitting multi

content over a wireless

connection.

!!DDI

Short GI:

WIRELESS



STATUS

WISH (Wireless Inteligent Stream Handling) prioritizes the traffic of various wireless
applications.

[ Save Settings ] [

Don't Save Settings

Enable WISH :

PRIORITY CLASSIFIERS

HTTP :
Windows Media Center :
Automatic: [] (default if not matched by anything else)

24 -- WISH RULES

Name Priority Protocol
[ | Best Effort (BE) + | s
Host 1 TP Range round (BK Host 1 Port Range
[0.0.0.0 | to [255.255.3Videq (D)

| << [1ep ¥

Host 2 IP Range

Voice (VO

[0.0.0.0

| o |255.255.255.255 |

Name

Priority

Host 2 Port Range
o Jtolesas |

Protocol

| Best Effort (BE) |» |

|:' |<< |TCP v|

Host 1 IP Range

[0.0.0.0

| o |255.255.255.255 |

Host 2 IP Range

[0.0.0.0

| o |255.255.255.255 |

Name

Priority

Host 1 Port Range

Host 2 Port Range
to |65

Protocol

| Best Effort (BE) |» |

|:' |<< |TCP v|

Host 1 IP Range

O

[0.0.0.0

| o |255.255.255.255 |

Host 1 Port Range

SUPPORT

Helpful Hints...

ty
ensure the right
es, and specific
H Rules are not
required.




WIRELESS

ADVANCED NETWORK

UJ RELESS

Wi-Fi Protected Setup is used to easily add devices to a network using a PIN or button press.
Devices must support Wi-Fi Protected Setup in order to be configured by this method.

[ Save Settings ] [ Don't Save Settings ]

WI-FI PROTECTED SETUP

Enable :

Lock Wireless Security []
Settings :

Reset to Unconfigured

PIN SETTINGS

Current PIN : 20932320

[ ResetPNtoDefat | [ Generate NewPIN

ADD WIRELESS STATION

Add Wireless Device with WPS

STATUS

If you are not familiar with these Advanced Metwork settings, please read the help section
before attermpting to modify these settings.

[ Save Settings ] [ Don't Save Settings

Universal Plug and Play (UPnP) supports peer-to-peer Plug and Play functionality for
network devices.

Enable UPnP :

If you enable this feature, the WAN port of your router will respond to ping requests
from the Internet that are sent to the WAN IP Address.

Enable WAN Ping Respond : [
WAN Ping Inbound Filter :
Details :

[Allow al

WAN PORT SPEED

WAN Port Speed :

Auto 10/100Mbps | %

MULTICAST STREAMS

Enable Multicast Streams : [

Helpful Hints...

Enable if « .1'her wireless

Only "Admin" account
can change security

Lock Wireless
Security Settings
after all wirele

network devices have
been configured.

C Iiclf Add Wirelms

SUPPORT

Helpful Hints...

UPNP helps other UPNP
LAN hosts interoperate
with the router. Leave
the UPnP option
enabled as long as t
LAN has other UPnP
applicati

m |eru:le|:l rhar
.:Ilrable rhe 1

often used by
Internet user:

the Internet, mak
sure the Multica
Strea ption is
enabled.




SCHEDULES

ADVANCED 5TATUS

TOOLS

The 'admin’ and 'user’ accounts can access the management interface. The admin has
read/write access and can change passwords, while the user has read-only access.

By default there is no password configured. It is highly recommended that you create a
password to keep your router secure.

[ Save Settings ] [ Don't Save Settings

ADMIN PASSWORD

Please enter the same password into both boxes, for confirmation.

e T R—
Verfy asoword s ||

USER PASSWORD

Please enter the same password into both boxes, for confirmation.

e T R—
Verty password s ||

SYSTEM NAME

Gateway Name : |D-link Systems DIR-635

ADMINISTRATION

Enable Remote Management :
Remote Admin Port :

Remote Admin Inbound Filter :
Details :

SUPPORT

Helpful Hints...

For security reasc
ecommended

g
ter in case they
ot

Management,

ther:
change the router
configural from a
compute the
Internet.

se a port to open
remote
management.

ect a fitter that

screen and create a
new fiter.




Product Page: D

The Time Configuration option allows you to configure, update, and rmaintain the correct time
important for accurate

on the internal system clock. From this section you can set the time zone that you are in and
set the NTP (Network Time Protocol) Server. Daylight Saving can also be configured to
automatically adjust the time when needed.

[ Save Settings ] [ Don't Save Settings ]

TIME CONFIGURATION

Current Router Time : Saturday, 31 January 2004 11:20:47 AM
Time Zone : | (GMT-08:00) Padfic Tme (US/Canada), Tijuana

v

Enable Daylight Saving : [
Daylight Saving Offset :  +1.0

Daylight Saving Dates : Month  Week  Day of Week Time

DST Start
DST End

AUTOMATIC TIME CONFIGURATION

Enable NTP Server: [

TP Servr Used: || << [

SET THE DATE AND TIME MANUALLY

Date And Time :  vear|2004 v | Month [3an |+ Day
Hour|11 v | Minute|20 s | Second [am v]

[ Copy Your Computer's Time Settings

The SysLog options allow you to send log information to a SysLog Server.

[ Save Settings ] [ Don't Save Settings ]

Enable Logging To Syslog [
Server :

SYSLOG SETTINGS

ADVANCED STATUS SUPPORT

Helpful Hints...

d timekeeping is

and scheduled
wal rules.

in one place
tomn different

WIRELESS



The Email feature can be used to send the system log files, router alert messages, and
firmware update notification to your email address.

" f " =]
[ savesettngs | [ Dontsavesettings ] email client program.

ENABLE

Enable Email Notification : [

EMAIL SETTINGS

From Email Address: [ |

To Email Address: |:|

SMTP Server Address: |:|
Enable Authentication :

Account Name: |:|

S -

Verify Password: |:|

EMAIL LOG WHEN FULL OR ON SCHEDULE

On Log Full:

On Schedule:

Schedule :
Details : | e

WIRELESS




DVANCED STATUS SUFPPORT

Helpful Hints...

The System Settings section allows you to reboot the device, or restore the router to the Once your router i
factory default settings. Restoring the unit to the factory default settings will erase all settings, configured the w
including any rules that you have created. want it,

The current system settings can be saved as a file onto the local hard drive. The saved file or
any other saved setting file created by device can be uploaded into the unit.

SYSTEM SETTINGS Yo

Save ToLocaHard v

Load From Local Hard Drive: e

configuration, click the
Save Configuration
button.

Restore Configuration from File

Restore To Factory Default: [ Restore Factory Defaults |

Restore all settings to the factory defaults.

Reboot The pevee:

WIRELESS




Helpful Hints...

There may be new firmware for your DIR-635 to improve functionality and performance. Firmware updates are

To upagrade the firmware, locate the upgrade file on the local hard drive with the Browse
button. Once you have found the file to be used, click the Upload button below to start the
firmware upgrade.

[ Save Settings ] [ Don't Save Settings ]

™M
p
o FIRMWARE INFORMATION i

available for

SYSTEM CHECK Current Firmware Version : 2.21W S

SCHEDULES Current Firmware Date : 2007/09/06

Automatically Check Online
for Latest Firmware Version :

Email Notification of Newer [7]
Firmware Version :

Check Online Now for Latest Fir ion : | Check Now
FIRMWARE UPGRADE
Note: Some firmware upgrades reset the configuration options to the factory
defaults. Before performing an upgrade, be sure to save the current configuration
from the Tools — System screen.
To upgrade the firmware, your PC must have a wired connection to the router. Enter
the name of the firmware upgrade file, and click on the Upload button.

Upload : | | CBrowse...

FIRMWARE UPGRADE NOTIFICATION OPTIONS

WIRELESS



DYMAMIC DMS

The DDNS feature allows you to host a server (Web, FTP, Game Server, etc...) using a domain
name that you have purchased (www.whateveryournameis.com)} with your dynamically
assigned IP address. Most broadband Internet Service Providers assign dynamic (changing) IP
addresses. Using a DDNS service provider, your friends can enter your host name to connect
to your game server no matter what your IP address is.

Sign up for D-Link's Free DDNS service at www.DLnkDDNS.com.

J

DYNAMIC DNS

Enable Dynamic DNS:

Don't Save Settings ]

[ Save Settings

Server Address:

Host Name:

Username or Key:

Select Dynamic DNS Server %

w.DLinkDDNS. com
.DynDMS. com (Custom)

w.DynDMS. com (Free)
www, DynDINS. com (Static)

Password or Key:
Verify Password or Key:

Timeout: {hours)

Status: Disconnect

Helpful Hints...

To use this feature,

down menu.

responding. Enter
either the IP address of
the target computer or
enter its fully qualified
dormain name.

WIRELESS



ADVANCED

Helpful Hints_.
The Schedule configuration option is used to manage schedule rules for various firewall and Schedules are used
parental control features. with a number of other

features to define
when th features

ADD SCHEDULE RULE are in effect.
Name : l:l Give each schedule a

name that
Day(s): O alweek & Select Day(s) '
Osun COMon O Tue COwed O Thu CFi [Osat "  from

o

AllDay-24hrs: [] Opm,
SCHEDULES
Start Time > -

: |12 | :|0 | |AM V| (hour:minute, 12 hour time)

End Time : |12 | :|0 | |AM V| (hour:minute, 12 hour time)

completed

the it be
Click the Edi
SCHEDULE RULES LIST change an e

schedule.

Name Day(s) Time Frame

Click the Delete icon to
permanently delete a
schedule.

WIRELESS




version is also displayed here.

All of your Internet and network connection details are displayed on this page. The firmware

GENERAL

Time :

Firmware Version :

saturday, 31 January 2004 11:25:19 AM
2.21W, 2007/09/06

Connection Type :
QoS Engine :

Cable Status :
Network Status :
Connection Up Time :

MAC Address :

IP Address :

Subnet Mask :

Default Gateway :
Primary DNS Server :
Secondary DNS Server :

DHCP Client
Active
Disconnected
Disconnected
{TEN
00:1B:11:ED:2D:65
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0

LAN

MAC Address :

1P Address :
Subnet Mask :
DHCP Server :

00:1B:11:ED:2D:64
192.168.0.1
255.255.255.0
Enabled

WIRELESS LAN

Wireless Radio :

WISH :

MAC Address :
Network Name (SSID) :
Channel :

Security Mode :

Wi-Fi Protected Setup :

Enabled

Active
00:1B:11:ED:2D:04
diink

1

Disabled

Enabled/MNot Configured

1P Address
192.168.0.115

LAN COMPUTERS

Name (if any)
NEILS_PC

MAC
00:0c:76:52:7b:32

LAN connection details
are displayed here.

M

WIRELESS
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SETUP DVANCED STATUS SUPPORT

Helpful Hints...

Use this option to view the router logs. You can define what types of events you want to
view and the event levels to view. This router also has internal syslog server support so you
can send the log files to a computer on your network that is running a syslog utility.

OPTIONS

What to View : Firewall & Security System Router Status
Critical

Check the log
frequently to detect
unauthorized network
usage.

View Levels : Warning Informational

[ Apply Log Settings Now ]

DETAILS

l Refresh ] [Clear] [ Email Mow ] [ Save Log I

[INFO]
[INFO]
[WARN]
[INFO]
[INFO]
[INFO]
[INFO]
[WARN]
[INFO]
[INFO]
[INFO]

[INFO]

Priority Time

Sat Jan 31 10:35:19
2004

Sat Jan 31 10:30:20
2004

Sat Jan 31 10:30:17
2004

Sat Jan 31 10:30:15
2004

Sat Jan 31 10:30:06
2004

Sat Jan 31 10:30:06
2004

Sat Jan 31 10:30:06
2004

Sat Jan 31 10:30:06
2004

Sat Jan 31 10:30:06
2004

Sat Jan 31 10:30:05
2004

Sat Jan 31 10:30:05
2004

Wed Dec 31
16:00:00 1969

12 Log Entries:
Message

Allowed configuration authentication by IP address
192.168.0.115

Above message repeated 1 times

A netwaork computer (000C76527B32) was assigned the IP
address of 192.168.0.115.

Starting DHCP server

LAN interface is up

LAN Ethernet Carrier Detected
Device initalzed
aw_wireless_schedule init
Wireless Link is up

Unlock AP setup

Mo Internet access policy is in effect. Unrestricted Internet
access allowed to everyone

Loaded configuration from non-volatile memory




Product Pag Hardware

Traffic Statistics display Receive and Transmit packets passing through your router.

the numbe
] that have pas
between the V
the LAN
LAN STATISTICS router
initialzed.

[ Refresh Statistics ] [ Clear Statistics

Sent: 5609 Received : 3967
TX Packets Dropped : 0 RX Packets Dropped : 0
Collisions : 0 Errors: 0

WAN STATISTICS

Sent: 1 Received : 0
TX Packets Dropped : 0 RX Packets Dropped : 0

Collisions : 0 Errors: 0

WIRELESS STATISTICS

Received : 0
RX Packets Dropped : 0
Errors :

Sent: 3699
TX Packets Dropped : 0

WIRELESS

Hardware 1 Frmware

This page displays the full details of active internet sessions to your router.
between
mputers and

‘ Local NAT Internet  Protocol  State Dir Priority  Time Out omputers.

WIRELESS




Helpful Hints...

This is 3 list of all

wireless clients that are

currently connected to
ur wireless router.

Rate Signal (%)

The WISH Sessions page displays full details of active local wireless sessions through your router
when WISH has been enabled. A WISH session is a conversation between a program or g
application on a wirelessly connected LAN-side computer and another computer, however I in the
connected. ocal network.

- Originator Target Protocol State  Priority Time Out
WIRELESS




