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Internet Explorer cannot dis... * -f

Q Internet Explorer cannot display the webpage

What you can try:

[ Diagnose Connection Problems ]

& More information

Product Page: DSL-2750U

Firmware Version: AF_1.68_R01

WIRELESS

Welcome to DSL-2750U Web Management

Username :
Password :

admin ¥

escee m ad mi n

Remember my login info.

Login
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ADVANCED WIRELESS -- ADVANCED SETTINGS
Allows you to configure advanced features of the wireless LAN interface.
.

[ Advanced Settings ]

Storage Service

Multicast

N

_ Allows you to configure wireless firewall by denying or allowing designated MAC addresses.
R g

Allows you to configure security features of the wireless LAN interface. click security
l Security Settings I / SCetingy

Wireless Settings

DSL-2750U, ADVANCED MAINTENANCE STATUS

WIRELESS SETTINGS -- WIRELESS BASICS

Port Forwarding ] ] ]
Configure your wireless basic settings.
Port Triggering

ADVANCED WIRELESS -- MAC FILTERING

ADVANCED WIRELESS -- SECURITY SETTINGS

WPS SETUP

Enable WPS: Disabled ~

WIRELESS SSID

Select SSID : D-link v

WIRELESS SECURITY MODE

To protect your privacy you can configure wireless security features. This device supports three
wireless security modes including: WEP, WPA and WPA2. WEP is the original wireless encryption
standard. WPA and WPA2 provides a higher level of security.

Note : If you choose WEP as your security mode, please go to 'manage wireless
networks' on the accessing PC to check the WEP encryption type. You should make
sure the WEP encryption type on the accessing PC is shared. Because such encryption
type is macthing the Modem's and it's securer.
make sure this is WPA personal
Security Mode : WPA-Personal v

WIRELESS SECURITY MODE

WPA Mode: WPA2 Oniy v select WPA2 only
— "
WPA Group Rekey Interval: 1800 Enter a password for
WPA/WAPI Encryption: AES - your wirejess

network




