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Basic Settings

Provide basic settings

D Review Description of this Access Point ...

These fields show information specific to this access point.

1P Address: 10.90.90.51
MAC Address: 00:17:94:02:03:70
Serial Number

Firmware Version: 21008

D Change Management Password ...

These settings apply to this access point,

Current Password
New Password

Confirm new password

b Settings ...

Click "Update" to save the new settings.

infarmatian about the access
point, and allows the:
administrative password to b
configured.

To change the Connection Ty
90 to the Ethernet (wired
Settings tab

More
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wired Settings (Edit)

Internal Interface

MAC Address 00:17:94:02:03:70
VLAN 1D 1

1P Address 10.90.90.51
Subnet Mask 255.0.0.0

DNS-1

Ds-2

Default Gateway 10.90.90.1

Interfaces

Wireless Settings  (Edit)

Radio Interface One

MAC Address 00:17:94:02:03:70
Made IEEE 802.11a
Channel 149(5745MHz)

Radio Interface Two
MAC Address 00:17:94:02:03:78
Made IEEE 802.11g
Channel 2(2417MH2)

[
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View events generated by this access point ®
From this page you ca
enable Persistent 10g messa
Options, set a Severity level to
persistence O Enabled @ Disabled Llley sy sl
Soveriy  [719 Relay Host Set Depth to determmine how
Thany log messages are
Depth  [120 Relay Port [s14 Gisplayed m the Event Log

Yau alsa have the aption of
enabling a remote server to
capture ail system events

Events errors in 2 Kernel Log

This page also lists the most

Type Service Description T B e vt oot
Jan100:27:54 info  hastapd wlani; STA 00:0c:43:25:61:00 WPA: group key exchange completed generated by this access po
Jan100:27:54 info  hastapd The wireless client with MAC address 00:0c:43:25:61:00 has been successfully authenticated. T
Jan100:27:54 info  hostapd wlanl: STA 00:0c:43:25:61:00 WPA: pairwise key exchange completed (WPAYL) associsting, being authentic
Jan100:27:54 info  hastapd The wireless client with MAC address 00:0c:43:25:61:00 has successfully assaciated. and other cceurrences
Jan100:27:54 info  hastapd wlanl: STA 00:0c:43:25:61:00 IEEE 802.11: assaciated (aid 1, interface wian1) More ...
Jan100:27:54 info  hastapd wlani: STA 00:0c:43:25:61:00 [EEE 802,11 authenticated
Jan100:27:54 info  hastapd wlani: STA 0D:0e:35:39:b0:23 WPA: group key exchange completed
Jan100:27:54 info  hastapd wlani: STA 00:0e:35:39:b0:29 WPA: pairwise key exchangs completed (WPAV1)
Jan100:27:54 info  hastapd wlanl: STA 00:0e:35:39:b0:9 IEEE 802.11; associated (aid 2, interface wlan1)
Jan100:27:54 info  hastapd wlani: STA 00:0e:35:39:b0:29 IEEE 802.11; authenticated
Jan100:27:48 info  hastapd wlani: STA 00:0c:43:25:61:00 [EEE 802.11: disassociated
Jan100:27:44 info  syslag wlani: RADIUS Authentication server 0.0.0.0:1812
Jan100:27:37 info  syslog wlani: RADIUS Authentication server 0.0.0.0:1812
Jan100:03:09 info  hastapd wlani: STA 0D:0e:35:39:b0:23 WPA: group key exchange completed

— Jan100:03:09 info  hastapd The wireless client with MAC address 00:0e:35:39:b0:9 has been successfully authenticated.

- Jan100:03:09 info  hastapd wlani: STA 00:0e:35:39:b0:29 WPA: pairwise key exchangs completed (WPAV1)

UpoLzd) Jan100:03:08 info  hastapd The wireless client with MAC address 00:0e:35:39:b0:29 has successfully assaciated.
Jan100:03:08 info  hastapd wlanl: STA 00:0e:35:39:b0:e9 IEEE 802.11; associated (aid 2, interface wlan1)
Jan100:03:08 info  hastapd wlani: STA 0D:0e:35:39:b0:29 IEEE 802.11; authenticated
Jan100:03:08 info  hastapd The wireless client with MAC address 00:0:35:39:b0:23 has been disassociated.
Jan100:03:08 info  hastapd wlani: STA 00:0e:35:39:b0:29 IEEE 802.11; disassociated
Jan100:03:06 info  hastapd wlani: STA 00:0c:43:25:61:00 WPA: group key exchange completed
Jan100:03:06 info  hastapd The wireless client with MAC address 00:0c:43:25:61:00 has been successfully authenticated.

Jan100:03:06 info  hostapd wlan1: STA 00:0¢:43:25:61:00 WPA: pairwise key exchange completed (WPAv1)
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View transmit and receive statistics for this access point ®
et A

Interface Status MAC Address ¥LAN ID Name (SSID) transmitted and received by

LAN up. 00:17:94:D2:03:70 1 - access point,

wlan:vapd  up 00:17:38:D2:03:70 1 DwLes00A The tables shaw total packe

wiandivapl  up 1 85004PGSSIDZ e e

wlan0ivap2  dawn 1 Virtual Access Point 2 alang with error rate

wlan0:vap3  down 1 Wirtual Access Point 3 Al

wlan0ivapd  dawn 1 Virtual Access Point 4 More ..

wlon0:vaps  dawn 1 Virtual Access Point §

wlan0ivaps  dawn 1 Virtual Access Point &

wlon0:vap?  dawn 1 Virtual Access Point 7

wlaniivapd  up 0011738020378 1 DwLss006

wlanvapl  up 00:17:58:D2:03:75 1 mssiDz

wlantivapz  dawn 1 Virtual Access Point 2

wlantivaps  dawn 1 Virtual Access Point 3

wlantivapd  dawn 1 Virtual Access Point 4

wlantivaps  dawn 1 Virtual Access Point §

wlantivaps  dawn 1 Virtual Access Point &

wlantivap? _dawn 1 Virtual Access Point 7

Transmit
Interface  Total packets Total bytes Errors
Lan 4086 3851345 o
wlanoivapd o o 0
Maintenance wianovapt 0 o o
Configuration wlanoivapz 0 0 o
[ wlanoivaps o o o
wlanoivapd 0 o 0
wlanoivaps o o o
wlanoivaps 0 o 0
wlanoivap? o o o
wlaniivapd 426772 436624395 0
wlanlivapl 163 28133 o
wlantivapz 0 o o
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View list of currently associated client stations

Network ~Station status From Station  To Station
Authenticated Associated Packets Bytes Packets Bytes

wlanl  00:02:35:39:b0:e9 Yes Yes 1554 200895 1547 573833

wlanl  00:00:43:25:61:00 Yes Yes 1083 125233 1013 315805

Authentication

Maintenanc

Configuration

are displayed along with
information about packet tr,
transmitted and received fo
each station.

More
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AP Detection @ Enabled O Disabled

mac Radio Beacon Int, Type  SSID Privacy WPA Band Channel Rate Signal Beacons Last Beacon Rates
00:1c:f0:07:da:59 wlant 100 A D) guest O OFF 24 1 1wl e Sat Jan 1 00:39:08 2000 1,2,5.5,11,6,12,24,36,9,18,48,54
00:1b111:36:60:17 wiani 100 4 cinsoo o off 24 10 1l 1 SatJan 1 00:32:17 2000 1,2,5.5,11,6,9,12,18,24,36 48,54
00:1e113:64:44:c1 wland 100 4P GUESTNET off  Off 24 1 1oal 2 Sat Jan 1 00:34:57 2000 1,2,5.5,6,9,11,12,18,24,36 48,54
O0:teifo:2i67:bf wiand 100 a W on  off 24 & ol 1 SatJan 1 00:27:53 2000 1,2,5.5,11,6,9,12,18,24,36 48,54
00:1b:11:a7:35:e2 wian1 100 nP on  on 24 1 T oul 196 Satdon100:39:05 2000 1,2,5.5,11,6,9,12,18,24,36 48,54
0210074124121 wlan 100 AdhocSETUP  Off  Off 24 1 © ol 288 Satden100:39:19 2000 1,2,5.5,11
00:1e113:6e:18:71 wiand 100 4P GUESTNET off  Off 24 1 Tl %45 Satdon100:39:13 2000 1,2,5.5,6,9,11,12,18,24,36,48,54
00:1e113:6e:16:70 wiand 100 4 aooL on  on 24 1 T ull 1159 Satdon 100:39:19 2000 1,2,5.5,6,9,11,12,18,24,36,48,54
00:17:5a:d2:00:68 wian1 100 ap Gust o off 24 1 Toall 4775 Satdon100:39:23 2000 1,2,5.5,6,9,11,12,18,24,36,48,54

o-
00:1cif0:07:da:56 wiani 100 A B ommceOn  on 24 1 1l 1098 Satdon 100:39:22 2000 1,2,5.5,11,6,12,24,36,9,18,48,54
00:1e113:67:08:8e wiand 100 4 GUESTNET off off 5 55 6 .l 1 Sat Jan 100:35:57 2000 6,9,12,18,24,36,45,54
00:1e13:1ei7eide wiand 100 4P GUESTNET off  Off 5 149 6 .l 1086  Satdan100:39:22 2000 6,9,12,18,24,36,48,54 Hor
00:1e13:1ei7eiaf wiand 100 4 aooL o on 5 149 6 .l 975 Satdan100:39:23 2000 6,9,12,18,24,36,48,5
00:17:52:d2:00:60 wiand 100 4P Gust o off 5 149 6 all 6790 Satdan100:39:23 2000 6,9,12,18,24,36,48,54
00:1b:2f:5b:951c8 wiand 100 4 wes70sTP on  on 5 52 6 ol 1 Sat Jan 100:27:47 2000 6,9,12,18,24,36,45,54
00:1e113:6e:18:7F wiand 100 4 aooL on on s 52 & al 2 Sat Jan 100:27:47 2000 6,9,12,18,24,36,48,54
00:1e113:6e:18:7e wiand 100 4 GUESTNET off off 5 52 6 .l 2 Sat Jan 100:27:47 2000 6,,12,18,24,36,45,54

onfiguration

Upgrade.
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View list of managing switch IP addresses obtained via DHCP ® o PP,
This page displays th

Switch Address from DHCP Server G e

Switsh TP Address 1 DNS names. These address:

Switch 1P Address 2 are sent by the DHCP serve
vendor option 0x43. There c

Switeh [P Address 3 be up to four such IP addre:

Switch [P Address 4 that DHCP server can sent |
response packet.

More

guratic
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Modify Ethernet (Wired) settings ®
Ethernet (Wired) setti

desoribe the configuration o
ONs Name DLINK-WLAN-AR your Ethernet oca] area

network (LAN), which is the
Internal Interface Settings Wired interface between the
MAG Address Toitrrom02103:70 aceess port and the networ
Management VLAN 1D |1 Use this page to configure
Untagged VLAN @ Enabled O Disabled o

Untagged VLAN D [1
Specify the connection type
(DHCP or Static P addressi

Connection Type Static 1P v for the network
Static 1P address (10 |.[s0 |.[s0 |.[o1
Lbnet Mas I you recorfigure the interf
Subnet Mask = . U to use VLANS, you may lose
Default Gatemay 10 ][0 ][0 ][ connectivity to the access p
Verify that the switch and D
NS Nameservers Dynamic * Manual Server can support VLANs,
then re-connect to the new
address.
Hore
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Modify wireless settings

IEEE 802,11 Regulatory Domain Support  ® Enabled O Disabled
TeEE 802 11h support present
Station salation O

Radio Interface 1 - IEEE 802.11a
MAC Address 00:17:94:02:03:70

Radio Interface 2 - IEEE 802.11g
MAC Address 00:17:94:02:03:78

Authentication

Maintenanc

Configuration

[

aspects of the local area
network (LAN) related
specifically to the radio dev
the access point (IEEE 802.
Mode) and to the network
interface to the access pain
(MAC address for access pc

For a complete set of Radio
configuration options, 9o to
Radio tab

More
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Modify Virtual Access Point settings

Glabal RADIUS server settings
RADIUS 1P [0.0.0.0

RADIUS Key:

[ Enable RADIUS acoounting

Radio [2 v

VAP Enabled VLAN ID SSID
o 1 Dwissooe

1 ssID2

[m]
[m]
[m]
[m]
[m]
[m]

Broadeast SSID. Security
WP Persanal

WPA Versians:
Cipher Suites
Key;

WA Persanal

password

MAC Auth Type

Disabled v

Local
RapIUS

Disabled v

@

weaz
ccmp (ags)

Virtual Access Paint setting

By configuring VAPs here,
can create addtional wirele
networks an the same radi
each new netwark, specify
SSID, VLAN ID,Security me
and MAC Authentication

Type.You can also define t
glabal RADIUS settings whi
are used by default by VAP

Please see the detailed hel
information about setfings
security dropdown boses.

More
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Configure MAC Authentication of client stations

“This filter is applicable for local authentication as well as RADIUS authentication for a VAP.

Fiter © allow only stations in list

@ Block all stations in list

This listis applicabls for local authentication only and in case of RADIUS authentication
the stations in this list are ignored.

Statians List 00:02:35:33:b07e9
1101001010101
33:33:33:33:33:33

(MAC) Authentication is use
exclude or allaw only listed
client stations to authenticat
with the acoess point. The t
of MAC authentication is
specified by the per-VAP s
Authentication Type parame
These settings apply to botf
radios

Statians are filtered by MAC
address, a hardware 1D tha
uniquely identifies each nod
a netuark.

A MAC address consists of
string of twelve (12)
hexadecimal digits separate
colons, for example
FEiDCIBA:D9:57:65.

More
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Modify QoS queue parameters

Queue ATFS cwMin  ouMax  Max. Burst
) 1 s~ ™ [is

a0 eoch poromerers (e (27 V1= ¥ [30
[ R

Data 3

(@ackgroung) 7|15 ¥ 1022 ¥ [0

WiFi Multimedia (WHM)  © Enabled O Disabled
Queue ATFS cwMin  owMax  TXOP Limit
Data 0
E R N 5
(Voice)
Data 1 3 3
Station EDCA parameters (Videa) |7 = o
2d Balancing Data 2 3 2
(@estffor) 2|19 ¥[1022 %] [0

Data 3

(@ackgroung) 715 V(1023 10

Services

Maintenance

allows you to specify differe
queue parameters for differ
types of wireless traffic

These ssttings apply to both
radios, but the traffic for ea
radio is queued independent

QoS specifically relates to
providing minimur delay
Service for Vaice aver IP (v
and other time-sensitive typ
of data

You da not need to madify ¢
parameters to activate QosS.
Queuing for Quality of Servi
(with the default parameter:
automatically occurs whene:
WMM is enabled an the AP,

More
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Managed AP DH

MAC

Waintenance

Configuration

Manage this Access Point's Configuration @
Senem A

the curren seffings on t
acoess point to a backup
configuration file (far ex

Click "Reset” to load the factory defaults in place of the current configuration for this AP conig xmi). Note that v
include the xml extensio
backup file can be used
later date to restare the
point to the previously s

To Restore Factory Default Configuration ...

To Save the Current Configuration to a Backup File .. configuration.
Fillin the required details ta download a file containing the current configuration for this AP. Note that you must include the xml extension. (For | NOEeF . ‘
example, myconfig.xmi). To use HTTP ta transfer the file, uncheck the box below. When you click "Restore

acoess point will reboot;
wait for the reboot prace
complste (3 minute or ty
Use TFTP to download the configuration After a moment, try acc

the AP Administration W
pages again. The Admin
Web pages will not be ac
until the AP has rebaote:

Upon reboot, you should

canfiguration settings re:
0 thase contained in the
To Restore the Configuration from a Previously Saved File ... <pecified backup fil

Filename

Server 1P

Enter the path and fils name of the configuration backup file you want to use. To use HTTE, uncheck the box below and click "Browse” to open a | H1eLe:

dialog where you can locate and select the file. Click "Restare” to load the file in place of the current configuration.

Use TFTP to upload the file

Filename

Server 1P

To Reboot the Access Point ...

Click the "Reboot” button.
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Madel D-Link Wireless AP
Platform dulxs0o
Firmware Version  2.1.00.9

[Ause TFTP to upload the file

Please note: Uplaading the new firmware may take several minutes. Please do not refresh the page o navigate to another page while
uploading the new firmware, or the firmware upload will be abarted. When the pracess is complete the access paint will restart and resume

Uparade
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Upgrade firmware ® .
On this page you can

upgrade the firmware of th

Madel O-Link Wireless 4P acoess point o get new fea
Platform dwlxs00 and bug fixes
Firmware Version  2.1.00.9

The upgrade file must be in
farmat <Filalane>. car.

[Cluse TFTP to upload the file o "

O PG
New Firmuare Image. | Several minutes during whi

e e
I B e
i e
uparaie % it rocess, Whe
B I o, i
el b
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UEloading the new twiare, or the Frimmare blead w1l e Ab0rd. When the brocas & cormple i aceess point Wi start rd rosme A o S
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